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Abstract: This paper proposes to update the solution to have the application layer procedure of device registration. 
1. Discussion
In solution 30, it proposes when the user logs into the server, the server can request the device information from client via application layer. But, sometimes that the server usually doesn’t fetch the data from UE, instead the UE always provide the information to server. Due to the device can have the interaction with UE, and the UE may also represent the device to interact with server. And this may have the benefit that the server doesn’t request the device information from client. 
2. Proposal
It is proposed to agree the following changes to 3GPP TR23.700-32 v0.3.0.
* * * * First change * * * *

6.30.3
Procedures

Figure 6.30.3.1-1 describes the procedure for provisioning the device information profile to the DIP server, and that DIP server can provide guidance for URSP rules, and figure 6.30.3.2 describes how this information is used by the 5GC to enable differentiated QoS for each device behind 5G-RG/UE.
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Figure 6.30.3.1-1: Provisioning of device information profile that requested by DIP server
1.
The user logs into DIP server.

2.
The DIP server contacts the DIP client within the 5G-RG/UE and requests the device information.

3.
The DIP client obtains the device descriptors for each device behind the 5G-RG/UE.

4.
The DIP client updates the device descriptors in the DIP server.

5.
The user selects a QoS descriptor for all/some of the devices (e.g., from a drop down menu).

6.
The DIP server may use the procedure specified in clause 4.15.6.10 of TS 23.502 [5] to provide guidance for URSP determination using GPSI for identifying the UE. As an example, the DIP server can use PIN ID as the URSP traffic descriptor and then configures the association between the PIN-IDs and the device descriptors in the DIP client.
Figure 6.30.3.1-2 describes an alternative way that the UE/client represents the device to register into DIP server and provide the device information. The AF may arrange or generate the device ID according to the metadata from device. The device ID may be used by 5GC to identify the device behind the UE in the following procedure.
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Figure 6.30.3.1-2: UE/client provisioning of device information profile

1.
The UE/DIP client (e.g.: PEMC/PEGC) establishes direct connection with devices via application layer. 
2.
The UE requests the device information from device. The device information may be used for the AF to determine the device ID for this device. 
3.
The device responses with the device metadata, including IP/MAC address, vendor name, device description, device Function Port. The Connection Info contains, e.g., SSID/BT ID, password for UE to connect. 
4.
The UE represents the device to register into AF. The device metadata received in step 3 and UE ID are included in the request. 
5.
The AF trigger the authentication procedure to UDM/UDR to check the UE subscription data. The UDM stores the information of lists of trusted UE. 

6.
The AF responses with the device ID that AF generates based on the metadata from UE. The AF may also notify the 5GC about the generated device ID.
7.
The UE responses the device ID to device via application layer. The device may use the ID in the following procedure and the 5GC may identify the device by device ID.
8.
The DIP server may use the procedure specified in clause 4.15.6.10 of TS 23.502 [5] to provide guidance for URSP determination using GPSI for identifying the UE. Also, The DIP server may decide the QoS setting of the devices.
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Figure 6.30.3.2: Provisioning QoS and Charging differentiation.

1.
The non-3GPP device is connected to 5G-RG/UE. The authentication of the device can be done locally or via an external AAA server.

2.
The 5G-RG/UE uses the URSP rules to establish a new PDU session or modifies an existing PDU session to transfer device data.

3.
DIP client is notified that a new device is connected and provides the DIP server with the device traffic descriptor and device descriptors.

4.
The DIP server sets up an AF session with required QoS as specified in clause 4.15.6.6 of TS 23.502 [5] using QoS descriptor to generate QoS Reference or individual QoS parameters and using traffic descriptor (source IPv4 and port range, IPv6, or MAC address) for Flow description information. Furthermore, the device descriptor can be added as an optional input to enable differentiated charging per device or the QoS parameters can be used to determine the charging key.

NOTE 1:
Details for enabling per device charging needs to be coordinated with SA WG5.

5.
Differentiated QoS is provisioned for the device in UP.

NOTE 2:
In case the traffic descriptor in DIP is changed during the lifetime of PDU session, e.g., due to randomized MAC address for ethernet PDU session, steps 3 to 5 are executed to update the device information in 5GC.

NOTE 3:
The number of devices using differentiation services can be enforced to be kept below a maximum number by configuring the DIP server i.e. DIP server can reject additional connections notified by the DIP client.

* * * * Second change * * * *

6.30.4
Impacts
DIP Server:

-
A new server outside 5GC, which is deployed and operated by the operator.

-
Generate the device ID based on metadata of device.
NEF:

-
Enhancement to Nnef_AFsessionWithQoS service to accept device port ranges and device descriptor as an input.

UE/5G-RG:

-
Supporting a client program to update the device information profile in DIP server.

-
Represent the device to register to AF and receive the user ID for the device.
-
Query and receive the metadata from device.

UE/PCF:

-
Optionally extend URSP rules similar as for PIN (unless PIN ID can be re-used).

UDM/UDR:

-
Check the UE subscription data.

* * * * End of changes * * * *[image: image4.png]
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